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State Online Children’s Privacy Laws

No national, uniform approach to regulating 
children’s data outside of federal Children's 
Online Privacy Protection Act (COPPA) of 1998. 

States have enacted over a dozen laws
attempting to address this issues. 

This year, lawmakers have introduced nearly 
330 bills related to child online safety (+30 in 
Congress). 

Most are standalone bills that regulate specific 
issues related to children’s interactions with 
online services and social media platforms.

Largely a bipartisan effort across the states. 



State Online Children’s Privacy Laws
Common provisions: 

- Target “online services” and/or “social 
media platforms.”

- Limiting the selling or sharing of 
“sensitive” data of users under a certain 
age (e.g., geolocation data).

- Additional disclosures for child users, 
data protection impact assessment 
obligations, and age verification
requirements. 

- Proactively consider children’s best 
interest at the design stage. 

- Restricting specific, potentially addictive 
design features (e.g., chronological vs 
algorithmic social media feeds). 

- Parental controls and consent. 

- Monetary liability for violations (fines, 
PRA)



State Online Children’s Privacy Laws

Legal challenges:

- Some of these laws are facing 
significant legal challenges.

- A handful are already under 
injunctions, blocking implementation 
until a decision can be reached on the 
merits. 

- Biggest legal hurdle is free speech 
rights under the First Amendment. 

- Lawmakers are adapting by enacting 
new laws that might better withstand 
legal scrutiny. 



State Online Children’s Privacy Laws

California enacted the Age Appropriate Design 
Code Act (CA ADCA) in 2022. 

- CA Privacy Rights Act (2020) already 
limits “selling” or “sharing” of 
children’s (under 16) personal 
information. 

- ADCA requires certain businesses that 
provide online services that are “likely 
to be accessed by children” to have the 
maximum privacy settings enabled by 
default.

- Requires businesses to complete a Data 
Protection Impact Assessment for any 
online services, products, or feature 
that are likely to be accessed by 
children.

- U.S. A District Court judge blocked the 
law from going into effect in Sep. 2023. 



State Online Children’s Privacy Laws

Arkansas (2023), Ohio (2023), and Mississippi
(2024) enacted social media age verification 
laws.  

- Requires an age verification process 
and parental consent for minors to 
have a social media account.

- In separate cases, U.S. A District Court 
judges granted preliminary injunctions,  
blocking these laws from going into 
effect in (AR - Aug. 2023, OH - Feb. 
2024, and MS - July 2024). 

- The judge in MS case found that while 
protecting children is a compelling 
state interest, the law was not narrowly 
tailored to accomplish that goal 
without burdening First Amendment 
rights. 



State Online Children’s Privacy Laws

Utah initially enacted a pair of laws in 2023, 
but replaced them in 2024 with new laws.  

- New law requires an “age assurance 
system” (95% accuracy). Repeals 2023 
law’s parental consent requirements 
and restrictions on nighttime access. 

- Requires maximum privacy setting be 
enabled by default for children. 

- Make supervisory tools available to 
parents of children users.  

- The 2023 law limited the designs and 
features that might cause children to 
become addicted to the platform.  

- These design requirements were 
replaced in 2024 with a private right of 
action for “adverse mental health 
outcomes” at least partially attributable 
to a child’s social media use. 



State Online Children’s Privacy Laws
Notably, in 2024:

- Florida passed a prohibition on social media 
accounts for those under 14 (parental consent 
required for 14-15 year olds). 

- Georgia (under 16) and Tennessee (under 18) 
enacted parental consent laws for children to 
have social media accounts.

- Maryland enacted a modified version of a 
California’s Age-Appropriate Design Code Act. 

- New York enacted protections for children on 
social media, requiring chronological (rather 
than personalized) feeds and blocking 
notifications during overnight hours without 
parental permission.

Bottom Line: This issue isn’t going away. 

States will continue to iterate, react to court decisions, 
and try new avenues judges may allow. If so, that path 
is likely to be adopted widely (if not nationally). 
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