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Friday, May 20th  

6:00 p.m.  Executive Committee Reception 

7:30 p.m. Task Force Dinner  

Saturday, May 21st  

8:00 a.m. – 9:30 a.m. Breakfast with full Executive Committee 

8:30 a.m. – 8:45 a.m.  Co-chairs welcome and introductions 

8:45-10:00 a.m.  Speakers: 

 Todd Sander- Vice President of Research and Executive Director, Center for Digital Intelligence 

o Survey presentation “Cybersecurity: What Most Elected Officials Need to Know,” 

www.governing.com/webinarsSurvey presentation “Cybersecurity: What Most Elected 

Officials Need to Know,” www.governing.com/webinars 

 Scott Hogg 

o Lead Channel Manager – AT&T Business Marketing  

10:00 a.m. – 11:15 a.m. 

 Tom Duffy – MS-ISAC 

o Threat matrix – where are cyber threats coming from (actors) and what are the most 

prevalent types of threats 

 Kelvin Coleman – DHS 

o Federal resources, opportunities to  collaborate with Federal colleagues 

o CISA information sharing 

o Collaboration and outreach with state stakeholders 

o Focus on enhancing readiness and response for public and private sector 

11:15 a.m. – 12:00 p.m. 

 Doug Robinson – NASCIO 

o State strategies and policy approaches to address cyber risks 

https://aws.passkey.com/event/14083792/owner/1185/home
http://www.governing.com/webinars
http://www.governing.com/webinars


12:00 p.m. – 1:00 p.m.  Lunch with full Executive Committee 

 

 

1:00 p.m. – 2:15 p.m. – Apple Encryption discussion 

 Fred H. Cate, Vice President for Research, Distinguished Professor and C. Ben Dutton Professor 

of Law; Senior Fellow, Center for Applied Cybersecurity Research, Indiana University 

2:15-2:30 p.m.– Break 

2:30-3:15 p.m.–  Susan, Danielle and Pam – state and federal updates 

3:15-4:00 p.m. –Group Discussion and Wrap Up 

 What are  some of the issue you would like to discuss moving forward 

 What are some action items to complete between now and next meeting? 

Potential Future Topics May Include 

 Privacy and Law Enforcement 

 Data Breach 

 Tax Fraud 

 International Privacy and Information Sharing 

 Cyber Terrorism & Domestic/International Threats 

 Health Technology 

 Employee Hiring and Retention 

 Cyber Hygiene  

 Critical Infrastructure & Energy Security 


