


Accuracy & Trust: 
Election 

Technology



Is the voter able to:
• Register
• Check in
• Receive the correct ballot…
• Mark and verify…



Is the election official 
able to:

• Safeguard (everything including) the ballots (chain of 
custody)

• Audit the vote 
• Demonstrate to the public’s satisfaction that the votes 

were counted as cast, or correct any errors so that the 
right outcome is found?



More than voting systems
Registration / Check-in (Electronic Poll Books)

Ballot Marking Devices (BMD)
Ballot Scanner/Tabulators (or hand count?)

All-In-Ones and Direct Recording Electronic (DRE)
Ballot on Demand Printers (BOD)

Election Night Reporting (ENR)



Electronic Poll Books
• Perhaps fastest growing election tech? 
• Rapid increase in use
• Today most of the country is using them…







Voting Systems
Marking
Marking/Printing
Marking/Printing/Casting
Counting











Accuracy & Trust:
key questions



Is It Safe?

• Equipment – by itself – is not “secure”
• …but it can be securable

• Practices and policies and people



Is it observable?
• Easier to trust what you can see and understand
• Movement away from “black boxes” toward paper
• What about hand count?







Is it auditable?

Physical ballot + 
Verified by the voter at the time of voting = 
Evidence of voter intent, suitable for audit/recount



How Old Is It?

Why it matters
• Are updates still supported?
• Are consumables still available?
• More known vulnerabilities? 
• Increased failures likely





Questions?



pam@verifiedvoting.org

1500 Chestnut Street, #2315, Philadelphia, PA 19102

760.804.VOTE (8683)

verifiedvoting.org
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